
 MISE EN PLACE RADIUS 
(LINUX) 

 

I. Prérequis 
Pour mettre en place une authentification par serveur 
Radius nous aurons besoin de deux choses : 

• Une vm qui fera office de serveur (Debian, Ubuntu…) 
• Une vm qui fera office de client (Debian, Ubuntu…) 

 

II. Etapes (serveur) 
On commence par installer les dépendances nécessaires : 

 

On active le module : 

 

On ajoute ensuite un client dans le répertoire suivant : 
/etc/freeradius/3.0/clients.conf 

Avec le modèle suivant :  
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Et on ajoute ensuite les utilisateurs dans le répertoire 
suivant :  

Avec le modèle suivant : 

 

 

III. Etapes (client) 
On commence par installer les dépendances : 

 

On modifie ensuite le fichier de configuration suivant : 
/etc/pam_radius_auth.conf 

Pour y ajouter cela : 

 

Et enfin on crée l’utilisateur local 

 

 

IV. Test 
Pour tester côté client on peut exécuter la commande 
suivante :  

 



 MISE EN PLACE RADIUS 
(LINUX) 

 

Et normalement on devrait avoir une requête comme ceci : 

 

Et on voit bien que cela fonctionne  

Ensuite si on veut avoir un test côté on peut exécuter la 
commande suivante :  

 

Et ensuite faire la commande exécutée précédemment 
côté client. 

 

V. Conclusion 
Pour conclure on a mis en place un serveur radius qui 
permet de gérer l’authentification de certain service 
(serveur linux). 


